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Executive Summary  
In the present deliverable, we provide a detailed report on the progress towards the 

implementation on the dissemination strategy and plan presented in the Dissemination and 

Communication Plan and uses the same structure, updating each of the sections in terms of the 

approach taken, the channels used, and the results achieved. 

The major dissemination means, channels and procedures that are used by SecureIoT have been 

thoroughly defined and described in the dissemination plan and include both “conventional” 

approaches, such as participation in events, publications and creation of printed material, and also 

web related activities. 

The dissemination material produced by the SecureIoT consortium is also presented. This printed 

promotional material, has been produced in alignment with the project’s objectives and according 

to the project’s specific needs. SecureIoT extensive use of online dissemination is also summarized 

together with analytics, showing the use of both the SecureIoT website and the relevant Social 

Media channels. 

The detailed project exploitation plan and strategy have been prepared and are outlined in the 

present deliverable, including also the list of the SecureIoT exploitable outputs and the relevant 

exploitation plans of the involved partners, which are expected to maximise the impact and 

acceptance of SecureIoT concept and developed technologies. A number of important 

relationships have been also established with related projects and initiatives that can be used for 

dissemination purposes. 
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Dx Deliverable (where x defines the deliverable identification number e.g. D1.1.1) 
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EU European Union 

FM Financial Manager 
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Mx Month (where x defines a project month e.g. M10) 

O Other 

PC Project Coordinator 

PM partner Project Manager 

PO Project Officer 

PU Public 
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QM Quality Manager 
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1 Introduction 
1.1 Purpose and Scope 
The present deliverable is prepared in the context of Work Package 8 “Dissemination, Exploitation 

and Standardization” and is in particular associated with Task 8.1 “Dissemination & 

Communication Activities”. WP8 is a horizontal component within the project work plan.  

The present deliverable, being the first of 3 deliverable revisions within T8.1 “Dissemination and 

Communication Activities”, (namely D8.1/D8.2/D8.3) is closely interrelated and is developed in 

parallel with Task 8.2 “Contributions to Standards, Clusters and Associations”, Task 8.3 

“Exploitation and Business Planning” and T8.4 “Community Building and Ecosystem Support. 

This document, produced in the first year of the project, provides the dissemination plan and a 

report on the progress of the on-going dissemination work. The purpose of this manuscript is to 

document the SecureIoT dissemination and exploitation activities during the period from M1 

(January 1st, 2018) to M12 (December 30th, 2018) of the project’s duration.  

It reports specifically on the active tasks undertaken by the partners related to dissemination in 

the time period under review. The outcomes and impacts, assessment metrics and tools are also 

presented. A detailed report of each activity is presented within each category. 

 

1.2 Document Structure 
The Sections of the deliverable at hand are organised in the following manner. 

Section 1: Introductory Section 

Section 2: Provides a report on the dissemination and communication activities that took place 

during the first year of the project. 

Section 3: Includes a completed checklist of the indicators that are being used to measure 

success in the dissemination work for the period that is being reported. 

Section 4: Provides a description of the main conclusions that can be drawn in respect to the 

dissemination work carried out thus far. 
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2 Dissemination and Communication Strategy 
Dissemination and Communication in the context of SecureIoT is designed as a forerunner activity 

to ensure knowledge diffusion and stakeholders' involvement, regarded as a two-way dynamic 

and interactive process, which should be continuous and progressive during the project. 

The success of dissemination activities strongly depends on the dissemination channels identified, 

used and/or established. SecureIoT will use a balanced mix of traditional (printed dissemination 

material, participation to workshops, conferences, trade fairs and scientific publications) and 

online (Social Media, website-related, publishing on external professional platforms and blogs) 

communication materials that will be adjusted to each stakeholders’ group and continuously 

adapted in accordance with the different phases of the project and the changing requirements.  

Τhe content produced on dissemination and communication activities is based on the A.B.L.E 

methodology as a communication strategy. 

A-ttention building 

B-enefit communicating 

L-inking to SecureIoT specifically and not some generic IoT research entity 

E-nhancing brand recognition and project visibility 

 

2.1 Objectives 
The main objective of the Dissemination and Communication activities will be to articulate the 

project’s key achievements and main messages, with the aim to create a strong awareness of the 

SecureIoT project at the European level. The activities will span communication to the public as 

well as dissemination to the closer, more professional stakeholders. 

In particular, SecureIoT dissemination plan will aim: 

o To create a clear internal project understanding of how the dissemination and 

communication activities listed in this deliverable can be used to support overall SecureIoT 

project objectives 

o To create a strong and recognizable SecureIoT brand, identity and key 

messages to be used on all dissemination material. Based on this, to prepare a professional 

toolkit consisting of the SecureIoT logo, templates for external communication and 

internal material.  

o To identify the map of stakeholders potentially interested in the projects and its outcomes, 

engage them in the project’s activities and encourage them to regularly interact with 

SecureIoT 
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o To empower all partners to use SecureIoT appropriate dissemination 

tactics to easily convey the project purpose, aims and benefits to their own 

stakeholders and networks. 

o To set up a robust communication and dissemination support infrastructure 

i.e. visibility, social media, that will be continuously adapted in accordance with the 

changing requirements of events, target groups and communication channels. 

o To recognize the dissemination opportunities in international events and conferences. 

o To promote SecureIoT through group-specific mailing lists and newsletter dissemination 

activities. 

o To plan the production of articles and scientific publication to disseminate the 

project results within relevant events and in the internationally recognizable scientific 

journals 

o To build partnerships through intensive networking with existing related projects 

to share resource/data/results and spread good practice through the 

coordination/clustering activities. 

 

2.2 Dissemination Approach 
The SecureIoT dissemination approach is meant to be a dynamic and flexible enough process in 

order to be adjusted in accordance with the results of the feedback received from various 

information providers (consortium members, stakeholders involved, etc.) and taking into account 

the various opportunities. The consortium therefore will regularly review and update the 

dissemination strategy on the basis of the stakeholders’ needs and requirements and according 

to the progress of the project, in order to focus on efficiently promoting the results of each phase.  

The SecureIoT dissemination approach will be based at both, the overall consortium vision and 

the individual partners’ dissemination competencies. It will also ensure that the disseminating 

information and publications produced both by the project and separately by partners via various 

activities (web channels, printed material) have been carefully reviewed and selected. 

The dissemination approach adopted is also measurable and traceable by employing quality 

indicators for all services undertaken and tracking the progress of the dissemination progress.  

The overall process followed towards development of a detailed dissemination & communication 

strategy has been to:  

o Identify the target audiences 

o Consider the specificities of the target audiences. 

o Ensure that the specially calibrated per case message is clearly defined and addresses the 

needs of each target audience.  

o Select/fine-tune the dissemination/communication activities. 
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We focus on the following types of activities: 

o Web-based dissemination activities – using the website as a dissemination hub and build 

a web-based strategy central to the site, active exploitation of the Social Media channels 

and means, mailing list and e-bulletin, social networking presence;  

o Events-based –active presence in international conferences, workshops – as well as the 

organisation of two workshops;  

o Scientific Based (Publications) - awareness raising scientific material  

o Paper based – awareness-raising material, hard-copy publications and presentations; 

promotional material (brochures, posters, etc.); 

o Collaboration with other related projects and initiatives  

o Standardisation activities 

The dissemination and communication strategy will be implemented in two phases, based on the 

project’s results.  

1. Awareness raising: During the early stage of the project, with no solid results still available, 

the project will follow a content related dissemination approach, employing various 

dissemination channels and material for communicating messages to the identified 

stakeholder groups. During this phase, the strategy will mostly focus on raising the 

awareness about the project as well as on engaging the potentially interested stakeholders 

in the project’s activities. Firstly, informing the different target groups about the 

developments taking place in the project as well as concerning the topic itself is of highest 

priority. In addition to informing about the respective status of the project, it also includes 

making selected deliverables accessible, informing about exploitation plans, publicising 

events at which the project is represented and similar activities. 

 

2. Engagement: The focus on the second phase will shift more on further building up and 

further establishing a reputation. It will follow more result-oriented approach, with 

emphasis on the real outcomes of the SecureIoT and the dissemination more focused in 

the actual product of the project.  

During the second phase, the project consortium will aim to engage interested community 

members to “spread the word” in and via their respective channels about SecureIoT aims 

and results. Therefore, it is important for the dissemination team to detect existing 

communities around the relevant topics in order to: 

o initiate discussions (e.g. in the Social Media, by visiting relevant events, etc.).  

o gather new insights that might help to improve the work done in the project  

o create a network of ‘multipliers’ that could help disseminate the SecureIoT ideas 

and outcomes. 

Informing about the respective activities and developments, discussing them openly and 

sharing them is therefore also part of the dissemination strategy. 
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2.3 Targeted stakeholders 
SecureIoT aims to reach out to a large number of stakeholders coming from different domains. 

The target groups that have been identified as potential stakeholders of SecureIoT classified in 

four major categories, namely: 

o Industry 

o Platform providers  

o IoT solution integrators 

o Potential customers (entrepreneurs, start-ups & SME’s working IoT solutions & 

security e.g. industry 4.0, ambient assisted living, connected cars, autonomous 

driving, smart cities, smart energy) 

o IT software professionals  

o Security professionals 

o Researchers and specific communities working in the research areas of the project 

o IoT communities 

o Cyber-security communities 

o Security experts 

o EC and relevant research projects and clusters as well as relevant associations 

o General public, end-users 

End users (IoT platform & solution providers, IoT innovative companies, commercial 

organisations) will participate in SecureIoT lifecycle in order to ensure the effectiveness of the 

project’s impact by providing industrial requirements/use cases and the real‐world context for the 

final product deployment and evaluation, helping build a good pre‐commercial setting and 

fostering shorter term exploitation impact. 

 

2.4 Targeted Activities 
The dissemination of the concepts and the results of SecureIoT will take several forms and use a 

variety of means and activities, intended for transferring the project’s achievements, information 

and news, but also for engaging the targeted audiences in the project activities.  

The main aim is to maximise the visibility, the awareness and the engagement of the project’s 

identified stakeholders in order to closely follow SecureIoT’s developments, provide their 

feedback and get engaged into the SecureIoT activities. 

 The dissemination means to be used in the project under each category of activities are as 

following: 

o Web-based Dissemination: 
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- Project website 

- Social Media package 

- e-Newsletters 

- e-Publications (third portals’ publications/blog posting activity) 

- Infographics 

- Images and Videos 

- Questionnaires/Polls 

o Events-based Dissemination: 

- Project specific workshop(s) organisation 

- Conferences and Workshops participation 

- Fair trades/Exhibitions participation 

- Hackathons organisation 

o Paper-based dissemination: 

- Printed dissemination material (brochures, posters, pop-up banners) 

o Publications  

- Scientific papers and publications 

- Press releases 

o Collaboration activities 

- Collaboration with other initiatives/projects 

o Standardisation activities 

 

A matrix of the dissemination mechanisms/activities used in SecureIoT, related with the 

respective objectives and targeted groups is presented in the following table. 

Table 1: SecureIoT dissemination means related with the respective objectives and targeted 

groups 

Dissemination 

mechanisms/activi

ties 

Objective(s) 
Targeted 

Stakeholders 
Timeline 

Web-based Dissemination 

Project website 

Information and knowledge diffusion 

Results presentation 

One-stop-shop for SecureIoT 

Ecosystem stakeholders 

All stakeholders 
(especially the general 
public) 

Constantly 

Social Media package 

Awareness creation 

Knowledge diffusion 

Results presentation 

All stakeholders 
(especially the general 
public) 

Constantly 










































































